SECOND PART: APPLICATION FORM IN WORD 

Special Rapporteur on the right to privacy 
[HRC resolution 28/16]
Appointments of additional special procedures mandate holders to be made at HRC29 in July 2015

How to start the application process: 

The application process consists of two parts: the first part is a web-based survey and the second part is an application form in Word format. Both parts and all sections of the application form need to be completed for the application to be processed. 

First part: The web-based survey for two additional mandates is used to collect information for statistical purposes such as personal data (i.e. name, gender, nationality), contact details, mandate/s applying for and nominating entity. The web-based survey for two additional mandates should only be completed once, even if the candidate is applying for both additional mandates. Multiple selection is allowed to indicate an application for both mandates. 

Second part: The application form in Word which can be downloaded, completed and saved in Word format and then submitted as an attachment by email. Information provided in this form includes a motivation letter of maximum 600 words. The application form should be completed in English only. It will be used as received to prepare the public list of candidates who applied for each vacancy and will be made available to concerned parties, including through the OHCHR public website. 

Once completed, the application form in Word should be submitted by email to hrcspecialprocedures@ohchr.org  

If the candidate is applying for more than one mandate, a mandate-specific Word application form needs to be completed and submitted for each mandate. 
· A maximum of three reference letters can be attached, in pdf format, to the application sent by email. No additional documents such as CVs or lists of publications will be accepted. 

· Application deadline: 30 April 2015 (12.00 noon GMT) 

· Shortlisted candidates will be interviewed at a later stage. 

General description of the selection process is available at http://www.ohchr.org/EN/HRBodies/SP/Pages/Nominations.aspx 
Please note that for Working Group appointments, only nationals of States belonging to the specific regional group are eligible. Please refer to the list of United Nations regional groups of Member States at http://www.un.org/depts/DGACM/RegionalGroups.shtml
In case of technical difficulties, or if you encountering problems completing or accessing any of the forms, the Secretariat may be contacted by email at hrcspecialprocedures@ohchr.org or fax at + 41 22 917 9011.
An acknowledgment email will be sent when we receive both parts of the application process, i.e. the information through the web-based survey and the Word application form by email.
Thank you for your interest in the work of the Human Rights Council.
I. PERSONAL DATA

	1. Family name: Patel                                                                       
	5. Sex:   FORMCHECKBOX 
 Male       FORMCHECKBOX 
 Female

	2. First name: Faiza                                                                     
	6. Date of birth (dd-mm-yy): 04-11-65

	3. Maiden name (if any):                                                                     
	7. Place of birth: Karachi, Pakistan

	4. Middle name:                                                                                  
	8. Nationality (please indicate the nationality that will appear on the public list of candidates): Pakistan

	
	9. Any other nationality: USA


II. MANDATE - SPECIFIC COMPETENCE / QUALIFICATIONS / KNOWLEDGE
NOTE: Please describe why the candidate’s competence / qualifications / knowledge is relevant in relation to the specific mandate:
1. QUALIFICATIONS (200 words)

Relevant educational qualifications or equivalent professional experience in the field of human rights; good communication skills (i.e. orally and in writing) in one of the six official languages of the United Nations (i.e. Arabic, Chinese, English, French, Russian, Spanish.)

I graduated magna cum laude from Harvard University in 1988 and received my Juris Doctor degree in 1991 from the New York University School of Law, where I concentrated on international law. During more than 20 years of work on security and human rights issues, I have developed excellent English communication skills for a variety of audiences. My academic papers on human rights issues have been published in respected journals, and I have presented my research at conferences around the world. For the last five years, as co-director of a program on counterterrorism at a think tank, I have specialized in surveillance and civil and political rights. During this time, I edited a book titled Domestic Intelligence: Our Rights and Our Safety (2013) and authored several major research papers (including a March 2015 report on the Foreign Intelligence Surveillance Court, which is charged with reviewing U.S. intelligence operations). I have testified before the U.S. Congress on the overbroad surveillance of Muslims. My opinion pieces on surveillance issues appear regularly in major news outlets, including the New York Times, Al Jazeera, the L.A. Times and the Washington Post; and I am a frequent commentator on major radio and television stations, including the BBC, Al Jazeera, MSNBC, CBS, and NPR. 
2. RELEVANT EXPERTISE (200 words)

Knowledge of international human rights instruments, norms and principles. (Please state how this was acquired.)

Knowledge of institutional mandates related to the United Nations or other international or regional organizations’ work in the area of human rights. (Please state how this was acquired.)

Proven work experience in the field of human rights. (Please state years of experience.)

With two decades of experience, I am an internationally-recognized expert on human rights and security issues. I have studied the major international and regional human rights instruments, norms and principles. I first applied these norms in practice when I worked for Judge Sidhwa of the newly-established Yugoslavia Tribunal, assisting him in developing the rules of procedure for that court. My academic work covers subjects such as U.S. detention of suspects in the war on terror, the jurisdiction of the International Criminal Court, and the jurisprudence of the Yugoslavia Tribunal. My knowledge of human rights instruments is also evident in my work on the UN Working Group on Mercenaries, particularly the reports I drafted and presented to the Human Rights Council and the General Assembly. Having served on the WG, I also have a strong understanding of the working of the Council and the role of special procedures. 
In the last five years, I have focused on  surveillance, using both domestic and human rights frameworks. In 2013, I submitted a shadow report to the Human Rights Committee on how the lack of checks on U.S. surveillance operations raised questions under the ICCPR. Ahead of the 2015 U.S. UPR, my assistant and I submitted a report on National Security Surveillance and Human Rights in a Digital Age, which was joined by seven major NGOs in the field.  

3. ESTABLISHED COMPETENCE (200 words)

Nationally, regionally or internationally recognized competence related to human rights. (Please explain how such competence was acquired.)

In addition to my expertise on human rights and privacy, I have years of experience working collaboratively with a range of stakeholders holding varying viewpoints. At the Organization for the Prohibition of Chemical Weapons, I negotiated bilateral agreements on weapons inspections, a topic of extreme sensitivity for states. When serving on the WG on Mercenaries, I interacted constructively with delegations in New York and Geneva, as well as with government representatives on field missions. Last year, my colleagues and I organized two round tables on international law and surveillance, which drew representatives from NGOs, academia, technology, and top U.S. intelligence officials. In my current job, I work closely with civil society groups. I have significant interactions with technology companies as well, recognizing their key role in developing effective privacy protections (I recently filed court papers supporting Microsoft in resisting U.S. government attempts to unilaterally obtain emails stored in Ireland). Finally, running a program at the Brennan Center for Justice at NYU Law School has taught me how to identify research gaps and develop and follow-through on a coherent agenda. In my view, all these competencies are vital for the success of a mandate. 
4. flexibility/readiness and AVAILABILITY of time (200 words)

to perform effectively the functions of the mandate and to respond to its requirements, including participating in Human Rights Council sessions in Geneva and General Assembly sessions in New York, travelling on special procedures visits, drafting reports and engaging with a variety of stakeholders. (Indicate whether candidate can dedicate an estimated total of approx. three months per year to the work of a mandate.)

I understand that taking on the privacy mandate is a substantial commitment of time, and I am prepared to spend at least 25% of my time (equal to three months per year) working on the mandate. If given the opportunity to serve in this capacity, I will make an arrangement with my current employer to work on a part-time basis so that I have sufficient time and flexibility for mandate work. The Brennan Center frequently makes such arrangements in order to allow its staff to pursue professional opportunities in their fields of expertise. Moreover, my ongoing work at the Center, which focuses on the legal and policy frameworks governing US intelligence operations, is highly relevant to, and would complement, mandate-specific work. 
III. Motivation Letter (600 word limit)
The right to privacy both protects personal freedom and serves as a gateway for other human rights. The Universal Declaration of Human Rights preserves the sanctity of the home and the family. By guaranteeing that people are able to communicate without unlawful and arbitrary government intrusion, the UDHR also serves as a guardian of freedom of speech and assembly. These rights are critical for civic participation, social, economic and political discourse and religious worship. 
Polling shows that people around the world feel their privacy is under threat from many directions. As we live more and more of our lives online, we create an enormous pool of digital data. Not only are our e-mails, Skype calls and text messages captured, but devices such as cell phones and license plate readers allow our physical movements to be tracked. Even more intrusive technologies are on the horizon: civilian drones, facial recognition, and the Internet of Things, which will bring cameras and microphones into our homes through everyday gadgets. The proliferation of data is matched by increasing capacity to store and and analyze it quickly and cheaply. 
Of course, many of the technologies that pose privacy risks are instrumental in facilitating commerce, the sharing of information and social interactions. The key is to find ways to reap the benefits of technology while identifying legal, policy and technical avenues to protect privacy. In the words of Thomas Edison: “What man creates with his hand, he should control with his head.”
Within the landscape of threats to privacy, three issues are fundamental. First is ensuring that the right to privacy operates with equal force in the digital world and our physical environs. This requires identifying differences between these contexts and developing an approach that takes account of them without sacrificing protection. Many national legal systems distinguish between domestic and international surveillance, with stricter rules for the former. Electronic data challenges the core assumptions underlying this dichotomy. Data moves quickly and easily across borders, often taking circuitous paths that are driven by technical considerations. An e-mail sent from Paris to Lyon could well be routed through Canada, erasing the boundary between domestic and foreign. Nor is it easy to identify where a particular electronic communication originates. You can tell if a phone number is from China, but you can't necessarily tell if an e-mail comes from someone in Beijing. Any attempt to advance the right to privacy must account for this shift in paradigm.
Second is the unique risk posed by mass surveillance programs. Regulation of government interference with privacy evolved in the context of targeted surveillance of limited capacity. It was not built to handle the qualitatively and quantitatively different phenomena of programs that collect unfathomable amounts of data. We need to build a common understanding, based on universal human rights norms, of how to protect the right to privacy in the face of ubiquitous surveillance.
Finally, we must take account of the corporate sector. Most government surveillance piggybacks on existing corporate capabilities. At the same time, the data gathering that is the business model for most Internet companies itself poses risks to privacy. Addressing privacy necessitates mapping the relationship between government and corporate intrusions, and enlisting all stakeholders in finding limiting solutions.
In developing 21st century approaches to privacy, it is critical to be cognizant that current asymmetries between national capabilities will diminish over time. Equally important is to bear in mind the cluster of rights that rely on privacy for protection.
The position of special rapporteur on the right to privacy will be a challenging one, offering an opportunity to grapple with one of the most significant and complex human rights issues of our day. I would be honored to devote my expertise and energies to furthering this mandate.  
    

IV. LANGUAGES (READ / WRITTEN / SPOKEN)
Please indicate all language skills:  

Mother tongue: English and Urdu
Arabic: Yes or no: No   If yes,

Read: Easily or Not easily:      
Write: Easily or Not easily:      
Speak: Easily or Not easily:      
Chinese: Yes or no: No   If yes,

Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      
English: Yes or no: Yes   If yes,


Read: Easily or not easily: Easily
Write: Easily or not easily: Easily
Speak: Easily or not easily: Easily
French: Yes or no: No   If yes,

Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      

Russian: Yes or no: No   If yes,

Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      
Spanish: Yes or no: No   If yes,


Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      


V. EDUCATIONAL RECORD
NOTE: Please list the candidate’s academic qualifications (university level and higher).
	Name of degree and name of academic institution:
	Years of attendance

(from-to):
	Place and country:

	Bachelor of Arts, Harvard University
	1984-88
	Cambridge, USA

	Juris Doctor, New York University School of Law
	1988-91
	New York, USA

	     
	     
	     

	     
	     
	     


VI. EMPLOYMENT RECORD

NOTE: Please briefly list ALL RELEVANT professional positions held, beginning with the most recent one. 
	Name of employer,
functional title,
main functions of position:
	Years of work
(from-to):
	Place and country:

	Co-Director, Liberty and National Security Program, Brennan Center for Justice at NYU School of Law 
	2008-current
	New York, USA

	Member, United Nations Working Group on Mercenaries
	2010-2014
	Geneva, CH

	Senior Policy Officer, Organisation for the Prohibition of Chemical Weapons
	1998-2007
	The Hague, NL

	Law Clerk, Hon. Judge Sidhwa, International Criminal Tribunal for Former Yugoslavia
	1995-1996
	The Hague, NL


VII. COMPLIANCE WITH ETHICS AND INTEGRITY PROVISIONS 
(of Human Rights Council resolution 5/1)

1. To your knowledge, does the candidate have any official, professional, personal, or financial relationships that might cause him/her to limit the extent of their inquiries, to limit disclosure, or to weaken or slant findings in any way? If yes, please explain.
No.
2. Are there any factors that could either directly or indirectly influence, pressure, threaten, or otherwise affect the candidate’s ability to act independently in discharging his/her mandate? If yes, please explain:

No.
3. Is there any reason, currently or in that past, that could call into question the candidate’s moral authority and credibility or does the candidate hold any views or opinions that could prejudice the manner in which she/he discharges his mandate? If yes, please explain:
No.
4. Does the candidate comply with the provisions in paragraph 44 and 46 of the annex to Human Rights Council resolution 5/1?

Para. 44: The principle of non-accumulation of human rights functions at a time shall be respected.
Para. 46: Individuals holding decision-making positions in Government or in any other organization or entity which may give rise to a conflict of interest with the responsibilities inherent to the mandate shall be excluded. Mandate holders will act in their personal capacity.
Yes.
5. Should the candidate be appointed as a mandate holder, he/she will have to take measures to comply with paragraphs 44 and 46 of the annex to Council resolution 5/1. In the event that the current occupation or activity, even if unpaid, of the candidate may give rise to a conflict of interest (e.g. if a candidate holds a decision-making position in Government) and/or there is an accumulation of human rights functions (e.g. as a member of another human rights mechanism at the international, regional or national level), necessary measures could include relinquishing positions, occupations or activities. If applicable, please indicate the measures the candidate will take.
I currently work at a US-based NGO. While the Brennan Center conducts research and advocacy related to the international right to privacy, it does not interact with special rapporteurs in this regard. If appointed to the position of special rapporteur on the right to privacy, I would no longer engage in any Brennan Center activites on these matters. In any event, the Center's project on the international right to privacy is slated to end in August 2015. 
****
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