SECOND PART: APPLICATION FORM IN WORD 

Special Rapporteur on the right to privacy 
[HRC resolution 28/16]
Appointments of additional special procedures mandate holders to be made at HRC29 in July 2015

How to start the application process: 

The application process consists of two parts: the first part is a web-based survey and the second part is an application form in Word format. Both parts and all sections of the application form need to be completed for the application to be processed. 

First part: The web-based survey for two additional mandates is used to collect information for statistical purposes such as personal data (i.e. name, gender, nationality), contact details, mandate/s applying for and nominating entity. The web-based survey for two additional mandates should only be completed once, even if the candidate is applying for both additional mandates. Multiple selection is allowed to indicate an application for both mandates. 

Second part: The application form in Word which can be downloaded, completed and saved in Word format and then submitted as an attachment by email. Information provided in this form includes a motivation letter of maximum 600 words. The application form should be completed in English only. It will be used as received to prepare the public list of candidates who applied for each vacancy and will be made available to concerned parties, including through the OHCHR public website. 

Once completed, the application form in Word should be submitted by email to hrcspecialprocedures@ohchr.org  

If the candidate is applying for more than one mandate, a mandate-specific Word application form needs to be completed and submitted for each mandate. 
· A maximum of three reference letters can be attached, in pdf format, to the application sent by email. No additional documents such as CVs or lists of publications will be accepted. 

· Application deadline: 30 April 2015 (12.00 noon GMT) 

· Shortlisted candidates will be interviewed at a later stage. 

General description of the selection process is available at http://www.ohchr.org/EN/HRBodies/SP/Pages/Nominations.aspx 
Please note that for Working Group appointments, only nationals of States belonging to the specific regional group are eligible. Please refer to the list of United Nations regional groups of Member States at http://www.un.org/depts/DGACM/RegionalGroups.shtml
In case of technical difficulties, or if you encountering problems completing or accessing any of the forms, the Secretariat may be contacted by email at hrcspecialprocedures@ohchr.org or fax at + 41 22 917 9011.
An acknowledgment email will be sent when we receive both parts of the application process, i.e. the information through the web-based survey and the Word application form by email.
Thank you for your interest in the work of the Human Rights Council.
I. PERSONAL DATA

	1. Family name: ROTENBERG                                                                       
	5. Sex:   FORMCHECKBOX 
 Male       FORMCHECKBOX 
 Female

	2. First name: Marc                                                                     
	6. Date of birth (dd-mm-yy): 20-Apr-60

	3. Maiden name (if any):                                                                     
	7. Place of birth: Boston

	4. Middle name:                                                                                  
	8. Nationality (please indicate the nationality that will appear on the public list of candidates): USA

	
	9. Any other nationality:      


II. MANDATE - SPECIFIC COMPETENCE / QUALIFICATIONS / KNOWLEDGE
NOTE: Please describe why the candidate’s competence / qualifications / knowledge is relevant in relation to the specific mandate:
1. QUALIFICATIONS (200 words)

Relevant educational qualifications or equivalent professional experience in the field of human rights; good communication skills (i.e. orally and in writing) in one of the six official languages of the United Nations (i.e. Arabic, Chinese, English, French, Russian, Spanish.)

My interest in human rights and technology began at Harvard College when I was a student of John Rawls, and a Teaching Fellow in Computer Science. After graduation, I moved to Washington, DC to start the Public Interest Computer Association. I helped establish a new project on Privacy and Technology and I designed the first human rights database to track human rights abuses in El Salvador. 


I then went to Stanford Law School. As a board member of the Computer Professionals for Social Responsibility, I helped launch the CPSR Civil Liberties Project. I also worked as a research assistant for the former Solicitor General A. Leon Higginbotham, Jr. 


Returning to Washington DC, I became Counsel to Senator Patrick Leahy, responsible for many issues concerning law and technology, including privacy protection, open government, computer security, criminal justice record-keeping, and oversight of the NSA (including encryption standards).  I then started the CPSR Washington Office and brought together legal scholars and technical experts for the purpose of promoting privacy and safeguarding civil liberties. 

Regarding communications skills, I am able to explain complicated legal and technical matters to the general public.  I have published widely and I am frequently quoted in the media. 



2. RELEVANT EXPERTISE (200 words)

Knowledge of international human rights instruments, norms and principles. (Please state how this was acquired.)

Knowledge of institutional mandates related to the United Nations or other international or regional organizations’ work in the area of human rights. (Please state how this was acquired.)

Proven work experience in the field of human rights. (Please state years of experience.)

I have taught Information Privacy Law at Georgetown University Law Center since 1990, and I have built EPIC, an independent, research and advocacy center in Washington, DC, to “focus public attention on emerging privacy and civil liberties issues.” In collaboration with NGOs and experts, we edited and published, "Privacy and Human Rights," the most comprehensive report on privacy practices ever produced, and "The Privacy Law Sourcebook."
We have just published "Privacy in the Modern Age: The Search for Solutions" (The New Press 2015). Also  “The Right to Privacy is Global,” US News and World Report, Dec. 6, 2014; “On International Privacy: A Path Forward for the United States and Europe,” Harvard International Review (June 2014); “Updating the Law of Information Privacy: The New Framework of the European Union,” Harvard Journal of Law and Public Policy (March 2013); “Protecting Privacy: The Role of the Courts and Congress,” ABA Human Rights (2013).

We testified before the US Congress on more than 60 occasions. We have helped draft significant international human rights statements, including the Madrid Declaration. We filed more than 50 amicus briefs. Our current research examines opportunities to file amicus briefs at the CJEU and the ECHR.



3. ESTABLISHED COMPETENCE (200 words)

Nationally, regionally or internationally recognized competence related to human rights. (Please explain how such competence was acquired.)

I have served on many expert panels including the UNESCO Group of Experts on Cyberlaw and helped organize the conference “Protecting Human Dignity in the Digital Age” (UNESCO 2000). I served on the OECD Expert Panel of Review of Security Guidelines; the Scientific Advisory Board, “Computers, Privacy, and Data Protection”; the OECD Experts on Cryptography Policy; the Federal Networking Council (established ICANN); “Information Rights in the Information Age,” Austrian Institute for Law and Policy; and the AAAS, “Computer Use and Abuse.”

Awards include Leading Lawyers in America, Georgetown Vicennial Medal for 20 years of distinguished service, the ABA Cyberspace Law Excellence Award, World Technology Award for Law, Norbert Weiner Award for Professional and Social Responsibility, and American Lawyer, “Top 45 Public Sector Lawyers Under 45.” 

I was a founding board member and former chair of the Public Interest Registry, which manages the .ORG domain, enabling non-commercial organizations around the world to establish an Internet presence. I was named a Fellow of the American Bar Foundation, “an honorary organization of lawyers, judges, and legal scholars whose public and private careers have demonstrated outstanding dedication to the welfare of their communities and to the highest principles of the legal profession.”



4. flexibility/readiness and AVAILABILITY of time (200 words)

to perform effectively the functions of the mandate and to respond to its requirements, including participating in Human Rights Council sessions in Geneva and General Assembly sessions in New York, travelling on special procedures visits, drafting reports and engaging with a variety of stakeholders. (Indicate whether candidate can dedicate an estimated total of approx. three months per year to the work of a mandate.)

I have the support of EPIC, the Georgetown University Law Center, and my family to perform effectively the functions of the mandate and to respond to its requirements. 

I have extensive experience traveling for privacy-related events, working with others, and drafting reports. I have a particularly strong commitment to the active participation of civil society. I have organized NGO conferences around the world: “Privacy is Freedom" (Mexico City 2011), “Digital Consumers Freedom and Privacy" (Jerusalem 2010), “Global Privacy Standards for a Global World,” (Madrid 2009), “OECD Civil Society-Labour Forum,” (Seoul 2008), “Electronic Privacy Symposium,” (Capetown 2004), “Privacy in a New Era” (Wroclaw 2004), “The Public Voice in Emerging Market Economies,” (Dubai 2001), “A Privacy Agenda for the 21st Century,” (Hong Kong 2000), “The Public Voice in Privacy Policy,” (Venice 1999), “The Public Voice in Electronic Commerce,” (Paris 1999), “The Public Voice in Encryption Policy,” (Paris 1996), and “Computers, Freedom and Privacy,” (various cities in US and Canada, 1991-2008).

I have collaborated with many global stakeholders, including Article XIX, the Article 29 Working Party, the European Digital Rights Initiative, the FREE Group, the International Working Group on Telecommunications and Data Protection, the IACLS, Privacy International, and the TransAtlantic Consumer Dial

III. Motivation Letter (600 word limit)
We live in an era of rapid change. New technologies are transforming our lives. The opportunities are great. But so too are the threats to human rights. Technology amplifies the power of organizations. It enables the surreptitious tracking and profiling of individuals. It makes possible subtle forms of social and political control. Among the greatest challenges of the information age is the need to promote growth and innovation while safeguarding human rights and fundamental freedoms. 

Some have suggested that privacy is an outdated right, difficult to define, subject to various interpretations, and culturally dependent. But the UDHR wisely adopted a different view. It states that privacy is a fundamental right, and that everyone has “the right to the protection of law against such interference or attacks.”

These words were set out at the dawn of the computer age. And in the UNDHR is thus found the cornerstone of modern privacy law.  For more than thirty years I have worked to advance this view. 

How is this fundamental right best protected?

First, there must be rigorous inquiry into facts, a willingness to look closely at current practices, to assess, and to consider better alternatives. EPIC has contributed to this work through the publication of Privacy and Human Rights,, undertaken in collaboration with Privacy International. We built a network of global experts, set high standards for research, and promoted broad dissemination once the work was completed.

Second, we should understand how legal systems respond to new challenges. The comparative work of legal scholars and constitutional experts is crucial. With the EPIC Privacy Law Sourcebook we sought to make available a compendium of privacy laws, and we noted with particular attention reports from expert groups, such as the Article 29 Working Party, on emerging issues

Third, we should work collaboratively with others, particularly NGOs, human rights organizations, legal scholars, and technical experts. There should be constructive dialogue between civil society and government decisonmakers that produces meaningful outcomes. The EPIC Public Voice Project has made possible such gatherings all around the globe, engaging civil society organizations, leading technologists, and decisionakers.

Fourth, we should listen to the views and concerns of those who seek to safeguard the public, who innovate, and who develop the companies that help economies grow. Well-informed solutions are durable solutions. They make possible long-term compliance and meaningful changes in practice. Even as EPIC has remained independent of business groups and government agencies, we have worked to respect their views and concerns.

Fifth, we should pursue the mandate of the Special Rapporteur courageously. The issues are too urgent, the rate of change is too rapid, and the consequences of inaction are too great. Journalists, filmmakers, and whistleblowers have documented the challenges we confront. It is time to move forward.

Finally, we should confront the challenge of an increasing automated and opaque world. That is the reason EPIC is focused now on “algorithmic transparency,” the need to end secret profiling, and to make known the code that limits our freedoms. At the heart of the modern right of privacy is the belief that we must maintain control over the inventions we create. It is one of the greatest challenges in the years ahead.

Many have read Orwell’s famous book 1984 as prediction. I read Orwell’s 1984 as a challenge, as a reminder of what can happen to fundamental rights if we fail to act. It is the reason I have devoted my life to the protection of privacy. It is the reason I would be honored to undertake this work on behalf of the OHCHR.


IV. LANGUAGES (READ / WRITTEN / SPOKEN)
Please indicate all language skills:  

Mother tongue: English
Arabic: Yes or no: No   If yes,

Read: Easily or Not easily: E
Write: Easily or Not easily:      
Speak: Easily or Not easily:      
Chinese: Yes or no: No   If yes,

Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      
English: Yes or no: Yes   If yes,


Read: Easily or not easily: Easily
Write: Easily or not easily: Easily
Speak: Easily or not easily: Easily
French: Yes or no: No   If yes,

Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      

Russian: Yes or no: No   If yes,

Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      
Spanish: Yes or no: No   If yes,


Read: Easily or not easily:      
Write: Easily or not easily:      
Speak: Easily or not easily:      


V. EDUCATIONAL RECORD
NOTE: Please list the candidate’s academic qualifications (university level and higher).
	Name of degree and name of academic institution:
	Years of attendance

(from-to):
	Place and country:

	LLM, International and Comparative Law, Georgetown University Law Center
	1993-2013
	Washinton, DC

	J.D., Stanford Law School
	1984-1987
	Palo Alto, CA

	A.B., Harvard College
	1978-1982
	Cambridge, MA

	     
	     
	     


VI. EMPLOYMENT RECORD

NOTE: Please briefly list ALL RELEVANT professional positions held, beginning with the most recent one. 
	Name of employer,
functional title,
main functions of position:
	Years of work
(from-to):
	Place and country:

	Electronic Privacy Information Center (EPIC); President and Executive Director; "Focus public attention of emerging privacy and civil liberties issues" and "promote public participation in decisions concerning the future of the Internt." 
	1994 to present
	Washington, DC

	Georgetown University Law Center; Adjunct Professor; "Information Privacy Law," "Litigation Under the Federal Open Government Laws"
	1990 to present
	Washington, DC

	Computer Professionals for Social Responsibility (CPSR); Director, CPSR Washington Office, Director and Director, CPSR Civil Liberties Project; Bring technical expertise to emerging privacy and icivil liberties challenges ariising from deployment of new technologies 
	1988-1994
	Washington, DCl

	United States Senate, Committee on the Judiciary, Subcommittee on Law and Technology; Counsel;  Legislative drafting, hearing organization, policy development - privacy (Video Privacy Protection Act of 1988), open government (oversight hearings), computer crime (Computer Fraud and Abuse Act of 1984), communications privacy (Electronic Communications Provacy Act of 1986), NSA oversight (Computer Security Act of 1987)
	 - 1987-1988
	Washington, DC


VII. COMPLIANCE WITH ETHICS AND INTEGRITY PROVISIONS 
(of Human Rights Council resolution 5/1)

1. To your knowledge, does the candidate have any official, professional, personal, or financial relationships that might cause him/her to limit the extent of their inquiries, to limit disclosure, or to weaken or slant findings in any way? If yes, please explain.
No
2. Are there any factors that could either directly or indirectly influence, pressure, threaten, or otherwise affect the candidate’s ability to act independently in discharging his/her mandate? If yes, please explain:

No
3. Is there any reason, currently or in that past, that could call into question the candidate’s moral authority and credibility or does the candidate hold any views or opinions that could prejudice the manner in which she/he discharges his mandate? If yes, please explain:
No
4. Does the candidate comply with the provisions in paragraph 44 and 46 of the annex to Human Rights Council resolution 5/1?

Para. 44: The principle of non-accumulation of human rights functions at a time shall be respected.
Para. 46: Individuals holding decision-making positions in Government or in any other organization or entity which may give rise to a conflict of interest with the responsibilities inherent to the mandate shall be excluded. Mandate holders will act in their personal capacity.
Yes
5. Should the candidate be appointed as a mandate holder, he/she will have to take measures to comply with paragraphs 44 and 46 of the annex to Council resolution 5/1. In the event that the current occupation or activity, even if unpaid, of the candidate may give rise to a conflict of interest (e.g. if a candidate holds a decision-making position in Government) and/or there is an accumulation of human rights functions (e.g. as a member of another human rights mechanism at the international, regional or national level), necessary measures could include relinquishing positions, occupations or activities. If applicable, please indicate the measures the candidate will take.
n/a
****
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